
Internet safety at home 
and school

Supporting your child at home

with internet safety tips 



At school

u Children are taught E-safety from Reception through to Year 6. This is revisited 
throughout the year to ensure children are adequality prepared. 

u Children are taught-

u Password protection

u Protecting their identify

u Sharing information 

u Videos and images online

u Games

u Online bullying

u Who to contact if they find something they do not like/makes them feel unsafe 



Instagram
Age rating 13+ 



Snapchat
Age rating 13+
Disappearing messages make it easy for people to become victims 
of bullying. Screenshots can be taken, other devices can be used to 
photograph what has been sent



Fortnite
Age rating 12+ 



Roblox
Age rating 7+ 



Tiktok
Age rating 13+



Facebook
Age rating 13+



Facebook messenger 
Age rating 13+



Whats app
Age rating 16+

u Its end-to-end encryption means messages can only be viewed by the sender and 
recipient, not even whats app can read them!



You tube 
A you tube kids is available 



Minecraft 
Age rating 7+ 



Speak with your child about how they use 
the internet 
u Conversation starter ideas
u Ask your children to tell you about the sites they like to visit and what they enjoy doing 

online.
u Ask them about how they stay safe online. What tips do they have for you, and where 

did they learn them? What is OK and not OK to share?
u Ask them if they know where to go for help, where to find the safety advice, privacy 

settings and how to report or block on the services they use.
u Encourage them to help. Perhaps they can show you how to do something better 

online or they might have a friend who would benefit from their help and support.
u Think about how you use the internet as a family. What could you do to get more out 

of the internet together and further enjoy your lives online?

https://www.childnet.com/resources/how-to-make-a-report/


Talking with your child
Conversation starters 

u 1. “You can always come to me if you need help.” This is the most important thing to 
let your child know, and a way to give them confidence to speak to you when they 
need support.

u 2. “What would you do if this happened…?” Give your child strategies to deal with 
upsetting experiences online.

u 3. “Remember that not everyone is who they say they are online.” Remind your child 
to always tell an adult if anyone they only know online makes them feel 
uncomfortable, or asks to meet up or share personal information or images.

u 4. “Keep your personal information safe, and other people’s too.” This includes full 
names, contact details, and real-time locations.

u 5. “Be respectful to others online.” Remind them if it’s not okay offline...



u 6. “Think before you post.” Help your child to be aware that their online actions can have 
consequences for themselves and others.

u 7. “Remember to ask if it’s okay.” Asking for, and receiving permission from others online is 
important before sharing images, adding people into group chats, etc.

u 8. “Remember not everything is true online.” Help your child to be a critical thinker to find 
accurate information.

u 9. “The things other people post online might not always show what their life is really like.” 
Reassure your child that nobody’s life is as perfect as it may seem online, and judging yourself 
against other’s online lives isn’t a fair comparison.

u 10. “Recognise how going online makes you feel and take a break when you need to.” Your child 
may need support in doing this, such as timers and reminders.



What to do if your child has seen, or been involved 
in, a viral scare or suicide challenge?

u Understandably you may be distressed or angry if you hear that your child has seen, or 
been involved in, a viral scare/suicide challenge. It’s important to stay calm, take their 
concerns seriously and reassure them that they have done the right thing by telling 
you.

u Reassure them that it is not real and that it has been put online to frighten 
people. BBC Own It have made a video which explains this clearly for young people.

u Remind them that when they do see something upsetting or worrying that they are in 
control. They can report it to the platform they are using and close down their app or 
browser.

u Talk to them about other sources of support – speaking to you will have helped, but 
further support from other sources could also help. There are lots of organisations out 
there can provide this.

https://www.bbc.com/ownit/its-personal/when-you-see-something-scary-online
https://www.thinkuknow.co.uk/parents/Get-help/Get-help/


Parental controls 
Where can I find them?

u There are four main places you can find parental controls, and it can help to set up a 
combination of these:

u Internet provider: You can set up filters to help block access to inappropriate content 
on any device that connects to your home WiFi.

u Mobile operator: Filters are often automatically set up on mobile contracts, especially 
if the user is under the age of 18, but you can double-check with your provider.

u Devices: Many devices have parental control settings, for example, to help restrict 
spending in apps, reduce screentime, or disable location functions.

u Online Services: Sites like BBC iPlayer and YouTube have parental control settings to 
help restrict access to inappropriate content.



Useful links

u https://www.thinkuknow.co.uk/parents/Listing/?cat=&ref=4765#mMain

u https://www.childnet.com/help-and-advice/parental-controls/

u https://nationalonlinesafety.com/guides

https://www.thinkuknow.co.uk/parents/Listing/?cat=&ref=4765
https://www.childnet.com/help-and-advice/parental-controls/
https://nationalonlinesafety.com/guides

